Informatieveiligheidscomité
verenigde kamers
(sociale zekerheid en gezondheid/federale overheid)

BERAADSLAGING NR. 26/001 VAN 13 JANUARI 2026 MET BETREKKING TOT DE
MEDEDELING VAN PERSOONSGEGEVENS DOOR DE KRUISPUNTBANK VAN
ONDERNEMINGEN VAN DE FEDERALE OVERHEIDSDIENST ECONOMIE AAN DE
RIJKSDIENST VOOR ARBEIDSVOORZIENING MET HET OOG OP DE UITVOERING
VAN DE WETGEVING INZAKE OVERHEIDSOPDRACHTEN EVENALS IN HET
KADER VAN HET BEHEER VAN OVEREENKOMSTEN, ZONDER TUSSENKOMST
VAN DE KRUISPUNTBANK VAN DE SOCIALE ZEKERHEID

Gelet op de wet van 5 september 2018 tof oprichting van het Informatieveiligheidscomité en tot
wijziging van diverse wetten betreffende de uitvoering van verordening (EU) 2016/679 van 27 april
2016 van het Europees Parlement en de Raad betreffende de bescherming van natuurlijke personen
in verband met de verwerking van persoonsgegevens en betreffende het vrije verkeer van die
gegevens en tot intrekking van richtlijn 95/46/EG;

Gelet op de wet van 15 augustus 2012 houdende oprichting en organisatie van een federale
dienstenintegrator, in het bijzonder artikel 35/1, §1, derde lid;

Gelet op de wet van 15 januari 1990 houdende oprichting en organisatie van een Kruispuntbank
van de sociale zekerheid, in het bijzonder artikel 14, vierde lid;

Gelet op de aanvraag van de Rijksdienst voor Arbeidsvoorziening;

Gelet op het auditoraatsrapport van de federale overheidsdienst Beleid en Ondersteuning;
Gelet op het verslag van de voorzitter.

A. ONDERWERP VAN DE AANVRAAG

1.  De Rijksdienst voor Arbeidsvoorziening (hierna ‘RVA’) wenst toegang te verkrijgen tot
bepaalde persoonsgegevens van de Kruispuntbank van Ondernemingen van de FOD
Economie (hierna ‘KBO’), met het oog op de toepassing van de wetgeving inzake
overheidsopdrachten en het beheer van overeenkomsten die worden gesloten in uitvoering
van haar wettelijke opdrachten, en dit zonder tussenkomst van de Kruispuntbank van de
Sociale Zekerheid.

2. De KBO wordt beheerd door de Federale Overheidsdienst Economie, KMO, Middenstand
en Energie. Zij centraliseert de basisgegevens van ondernemingen en hun
vestigingseenheden, kent aan elke actor een uniek identificatienummer toe en stelt de



betrokken gegevens ter beschikking. De werking van de KBO wordt geregeld in Titel II van
Boek III, ‘Vrijheid van vestiging, dienstverlening en algemene verplichtingen van
ondernemingen’, van het Wetboek van Economisch Recht. Overeenkomstig artikel I11.29 van
het Wetboek van Economisch Recht kan toegang tot de gegevens van de KBO worden
verleend aan overheden, besturen, diensten of andere instanties, voor zover deze gegevens
noodzakelijk zijn voor de uitvoering van hun wettelijke of reglementaire opdrachten. Indien
de KBO-gegevens betrekking hebben op eenmanszaken, moeten deze gegevens worden
beschouwd als persoonsgegevens.

De RVA wenst de gegevens van de KBO te raadplegen over in de KBO ingeschreven actoren
in het kader van de uitvoering van de wetgeving inzake overheidsopdrachten als
aanbestedende overheid, evenals voor het beheer van overeenkomsten gesloten met die
personen en instanties, al dan niet binnen het toepassingsgebied van de regelgeving inzake
overheidsopdrachten. De raadpleging van deze gegevens is noodzakelijk tijdens de
mededingingsprocedure van een overheidsopdracht, in het kader van een prijs- of
offerteaanvraag, voor de opvolging van de opdracht en om fouten bij de gegevensinvoer te
vermijden. Voor dat doel beoogt de RVA toegang tot volgende gegevens van de betrokken
actor, zoals vermeld in artikel I11.29, §1 van het Wetboek van Economisch Recht: het KBO-
nummer, de benaming, het volledige adres, de website, het e-mailadres en de juridische vorm.

De RV A wenst toegang tot deze gegevens te verkrijgen via de webservice PublicSearch van
de KBO, met het oog op de integratie van de geraadpleegde gegevens in haar eigen
toepassing Liaweb, die wordt ontwikkeld en technisch beheerd door een onderaannemer van
de FOD Economie.

Overeenkomstig artikel 14 van de wet van 15 januari 1990 houdende oprichting en
organisatie van een Kruispuntbank van de Sociale Zekerheid, is de RVA als instelling van
sociale zekerheid in principe gehouden de uitwisseling van persoonsgegevens te laten
plaatsvinden met tussenkomst van de Kruispuntbank van de Sociale Zekerheid (KSZ).
Ditzelfde artikel bepaalt echter dat de Kamer Sociale Zekerheid en Gezondheid van het
Informatieveiligheidscomité kan voorzien in een vrijstelling van die tussenkomst wanneer
zij geen toegevoegde waarde kan bieden.

Gelet op de aard van de beoogde mededeling biedt de tussenkomst van de KSZ volgens de
RVA geen toegevoegde waarde. Bovendien zou de verplichting tot tussenkomst van de KSZ
aanzienlijke technische aanpassingen aan de toepassing van de RVA vereisen, aangezien de
betrokken diensten, ondanks een gemeenschappelijke technologische basis (SOAP-
protocol), tot afzonderlijke functionele domeinen behoren met volledig verschillende XML-
schema’s, namespaces en uitwisselingslogica. Een bestaande ontwikkeling voor de KSZ kan
niet worden hergebruikt of aangepast voor de KBO zonder een volledige herschrijving van
de SOAP-client, inclusief de generatie van nieuwe artefacten (Java/.NET-objecten en XML-
mappings), de aanpassing van endpoints en bindings, en de wijziging van de bijhorende
businesslogica. Een volledige herschrijving van de bestaande toepassing zou bijgevolg
noodzakelijk zijn indien de koppeling met de KBO via de KSZ zou moeten verlopen. Dit zou
aanzienlijke kosten meebrengen, niet alleen voor de initi€le herschrijving maar ook voor de
daaropvolgende, specifiek vereiste updates. Gelet op het voorgaande verzoekt de RVA te
worden vrijgesteld van de tussenkomst van de KSZ.
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ONDERZOEK VAN DE AANVRAAG
BEVOEGDHEID VAN HET COMITE

De mededeling van persoonsgegevens door overheidsdiensten en openbare instellingen van
de federale overheid aan instellingen van sociale zekerheid bedoeld in artikel 2, eerste lid,
2°, a), van de wet van 15 januari 1990 houdende oprichting en organisatiec van een
Kruispuntbank van de sociale zekerheid vergt een voorafgaande beraadslaging van de
verenigde  kamers van  het informatieveiligheidscomit¢  voor zover de
verwerkingsverantwoordelijken van de meedelende instantie, de ontvangende instantie en de
Kruispuntbank van de sociale zekerheid, in uitvoering van artikel 20 van de wet van 30 juli
2018 betreffende de bescherming van natuurlijke personen met betrekking tot de verwerking
van persoonsgegevens, niet tot een akkoord komen over de mededeling of minstens één van
die verwerkingsverantwoordelijken om een beraadslaging verzoekt en de andere
verwerkingsverantwoordelijken daarvan in kennis heeft gesteld. In vermelde gevallen wordt
de aanvraag ambtshalve gezamenlijk ingediend door betrokken
verwerkingsverantwoordelijken.

Bij beraadslaging nr. 25/015 van 3 juni 2025 werd op algemene wijze toelating verleend aan
de mededeling van de gegevens van de KBO beschreven in artikel 111.29 van het Wetboek
van Economisch Recht aan instellingen van sociale zekerheid op voorwaarde dat:

- de Beheersdienst van de Kruispuntbank van Ondernemingen in overeenstemming met de
bepalingen van titel III. van het Wetboek van Economisch Recht en zijn uitvoeringsbesluiten
zijn akkoord heeft verleend met inachtname van de Algemene Verordening
Gegevensbescherming en elke andere toepasselijke wetgeving;

- de Kruispuntbank van de sociale zekerheid in uitvoering van art. 14 van de wet van 15
augustus 1990 houdende oprichting en organisatie van een Kruispuntbank van de sociale
zekerheid tussenkomt in de mededeling van de gegevens door de Kruispuntbank van
Ondernemingen aan de instellingen van sociale zekerheid;

- indien het Rijksregisternummer wordt gebruikt, de bestemmelingen daartoe gemachtigd
zijn

Het Informatieveiligheidscomité stelt vast dat de RVA de gegevens wil ontvangen zonder
tussenkomst van Kruispuntbank van sociale zekerheid. De vrijstelling van de tussenkomst
van de Kruispuntbank van de sociale zekerheid vereist overeenkomstig art. 14, vierde lid van
de wet van 15 augustus 1990 houdende oprichting en organisatie van een Kruispuntbank van
de sociale zekerheid steeds een beraadslaging van het Informatieveiligheidscomité.

Gelet op het voorgaande is het Informatieveiligheidscomité bevoegd om zich uit te spreken
over de aanvraag in kwestie.

TEN GRONDE
VERANTWOORDINGSPLICHT

Overeenkomstig artikel 5, § 2, van de Verordening 2016/679 van het Europees Parlement en
de Raad van 27 april 2016 betreffende de bescherming van natuurlijke personen in verband
met de verwerking van persoonsgegevens en betreffende het vrije verkeer van gegevens (de
Algemene Verordening Gegevensbescherming, hierna ‘AVG’) zijn de FOD Economie (als
mededelende instantie) en de RVA (als ontvangende instantie) voor de hen aanbelangende
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verwerkingen als verwerkingsverantwoordelijken verantwoordelijk voor het naleven van de
beginselen vermeld in artikel 5.1 de AVG! en moeten ze in staat zijn dit aan te tonen.

RECHTMATIGHEID

Overeenkomstig artikel 5.1 a) AVG moeten persoonsgegevens worden verwerkt op een wijze
die ten aanzien van de betrokkene rechtmatig is. Dit houdt in dat de verwerking een basis
moet vinden in één van de rechtmatigheidsgronden vermeld in artikel 6.1 AVG.

Het Informatieveiligheidscomité stelt vast dat de terbeschikkingstelling van gegevens uit de
KBO uitdrukkelijk wordt geregeld door artikel 111.29 en volgende van het Wetboek van
Economisch Recht. Deze bepalingen voorzien dat toegang tot de gegevens van de KBO kan
worden verleend aan overheden, besturen, diensten of andere instanties, voor zover die
gegevens noodzakelijk zijn voor de uitvoering van hun wettelijke of reglementaire
opdrachten.

Het Informatieveiligheidscomité stelt vast dat de beoogde mededeling van persoonsgegevens
noodzakelijk is voor de vervulling van een taak van algemeen belang in de zin van artikel
6.1, e) van de AVG. De RVA past het stelsel van de werkloosheidsverzekering en de
tewerkstellingsmaatregelen toe en is tevens verantwoordelijk voor het stelsel van
loopbaanonderbreking en tijdskrediet. De opdrachten van de RVA zijn onder meer
beschreven in de wet van 14 februari 1961 betreffende economische expansie, sociale
vooruitgang en financieel herstel, evenals in het koninklijk besluit van 25 november 1991
houdende de werkloosheidsreglementering. In de uitvoering van haar wettelijke opdrachten
is de RVA bovendien gehouden om als aanbestedende overheid een correcte naleving te
verzekeren van de wetgeving inzake overheidsopdrachten, alsook van het beheer van
overeenkomsten die worden gesloten in het kader van de uitvoering van die opdrachten.

! Persoonsgegevens moeten:

a)
b)

d)

e)

worden verwerkt op een wijze die ten aanzien van de betrokkene rechtmatig, behoorlijk en transparant is
(,,rechtmatigheid, behoorlijkheid en transparantie™);

voor welbepaalde, uitdrukkelijk omschreven en gerechtvaardigde doeleinden worden verzameld en mogen
vervolgens niet verder op een met die doeleinden onverenigbare wijze worden verwerkt; de verdere
verwerking met het oog op archivering in het algemeen belang, wetenschappelijk of historisch onderzoek of
statistische doeleinden wordt overeenkomstig artikel 89, lid 1, niet als onverenigbaar met de oorspronkelijke
doeleinden beschouwd (,,doelbinding™);

toereikend zijn, ter zake dienend en beperkt tot wat noodzakelijk is voor de doeleinden waarvoor zij worden
verwerkt (,,minimale gegevensverwerking”);

juist zijn en zo nodig worden geactualiseerd; alle redelijke maatregelen moeten worden genomen om de
persoonsgegevens die, gelet op de doeleinden waarvoor zij worden verwerkt, onjuist zijn, onverwijld te
wissen of te rectificeren (,,juistheid”);

worden bewaard in een vorm die het mogelijk maakt de betrokkenen niet langer te identificeren dan voor de
doeleinden waarvoor de persoonsgegevens worden verwerkt noodzakelijk is; persoonsgegevens mogen voor
langere perioden worden opgeslagen voor zover de persoonsgegevens louter met het oog op archivering in
het algemeen belang, wetenschappelijk of historisch onderzoek of statistische doeleinden worden verwerkt
overeenkomstig artikel 89, lid 1, mits de bij deze verordening vereiste passende technische en
organisatorische maatregelen worden getroffen om de rechten en vrijheden van de betrokkene te beschermen
(,;opslagbeperking”);

door het nemen van passende technische of organisatorische maatregelen op een dusdanige manier worden
verwerkt dat een passende beveiliging ervan gewaarborgd is, en dat zij onder meer beschermd zijn tegen
ongeoorloofde of onrechtmatige verwerking en tegen onopzettelijk verlies, vernietiging of beschadiging
(,,integriteit en vertrouwelijkheid”).
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Gelet op het voorgaande acht het Informatieveiligheidscomité de beoogde mededeling
rechtmatig.

DOELBINDING

Artikel 5.1 b) AVG laat de verwerking van persoonsgegevens slechts toe voor welbepaalde,
uitdrukkelijk omschreven en gerechtvaardigde doeleinden (principe van doelbinding).

Het Informatieveiligheidscomité neemt akte van het feit dat de mededeling van de
betreffende gegevens tot doel heeft de RVA toe te laten te beschikken over correcte gegevens
van in de KBO ingeschreven personen en instanties bij de toepassing van de wetgeving
inzake overheidsopdrachten als aanbestedende overheid en bij het beheer van
overeenkomsten die worden gesloten in het kader van de uitvoering van haar wettelijke en
reglementaire opdrachten, zoals de organisatie van de mededingingsprocedure, de uitgifte
van een prijs- of offertevraag of de opvolging van de opdracht.

Het Informatieveiligheidscomité acht het beschreven doeleinde welbepaald, uitdrukkelijk
omschreven en gerechtvaardigd.

MINIMALE GEGEVENSVERWERKING

Overeenkomstig artikel 5.1 ¢) AVG moeten persoonsgegevens toereikend zijn, ter zake
dienend en beperkt tot wat noodzakelijk is voor de doeleinden waarvoor ze worden verwerkt.

De RV A beoogt toegang tot het KBO-nummer, de benaming, het volledige adres, de website,
het e-mailadres en de juridische vorm van de in de KBO ingeschreven personen en instanties
die betrokken zijn bij gegunde overheidsopdrachten of bij overeenkomsten die worden
afgesloten in het kader van haar wettelijke of reglementaire opdrachten. In het kader van de
organisatie van de mededingingsprocedure, de uitgifte van een prijs- of offerteaanvraag en
de opvolging van de opdracht is het noodzakelijk te beschikken over actuele identificatie- en
contactgegevens van de betrokken actor zoals opgenomen in de KBO.

De gegevens worden uitsluitend verwerkt door de medewerkers van de aankoopdiensten, de
financié€le dienst en de juridische dienst die betrokken zijn bij het aankoopproces.

Het Informatieveiligheidscomité acht de mededeling van de beoogde persoonsgegevens
toereikend, ter zake dienend en beperkt tot wat noodzakelijk is voor de doeleinden waarvoor
ze worden verwerkt.

OPSLAGBEPERKING

Overeenkomstig artikel 5.1, €) AVG moeten persoonsgegevens worden bewaard in een vorm
die het mogelijk maakt de betrokkenen niet langer te identificeren dan noodzakelijk is voor
de doeleinden waarvoor de persoonsgegevens worden verwerkt.

Het Informatieveiligheidscomité neemt akte van het feit dat de gegevens slechts worden
bewaard zolang dit noodzakelijk is voor de uitvoering van de verplichtingen in het kader van
de wetgeving inzake overheidsopdrachten of van de betrokken overeenkomsten. De
gegevens die in een contract zijn opgenomen (al dan niet vallend onder de regelgeving inzake
overheidsopdrachten) worden bewaard gedurende de uitvoeringstermijn van het contract,
vermeerderd met de administratieve bewaartermijn zoals bepaald in de selectielijst van de
RVA, met name tien jaar.
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Rekening houdende met de verjaringstermijn van 10 jaar voor persoonlijke
rechtsvorderingen, waaronder vorderingen uit contractuele verplichtingen, acht het
Informatieveiligheidscomité de beschreven bewaartermijn aanvaardbaar.

TRANSPARANTIE

Overeenkomstig artikel 14 AVG dient de verwerkingsverantwoordelijke bepaalde informatie
over de gegevensverwerking mee te delen aan de betrokkene indien de persoonsgegevens
niet van de betrokkene zijn verkregen. Deze verplichting geldt evenwel niet indien het
verkrijgen of verstrekken van de gegevens uitdrukkelijk is voorgeschreven bij Unie- of
lidstatelijk recht dat op de verwerkingsverantwoordelijke van toepassing is en dat voorziet in
passende maatregelen om de gerechtvaardigde belangen van de betrokkene te beschermen.

Het Informatieveiligheidscomité stelt vast dat de mededeling van persoonsgegevens gedekt
is door artikel II1.29 e.v. van het Wetboek van Economisch Recht in combinatie met de
regelgeving beschreven in randnummer 14, en het voorwerp uitmaakt van onderhavige
beraadslaging, die wordt gepubliceerd op de website van het Informatieveiligheidscomité.

Gelet op het voorgaande acht het Informatieveiligheidscomité het aanvaardbaar dat de FOD
Economie en de RVA zijn vrijgesteld van een individuele informatieverstrekking aangaande
de mededeling van de persoonsgegevens. Het Informatieveiligheidscomité neemt akte van
het feit dat beide instellingen een privacyverklaring publiceren op hun respectievelijke
webpagina’s. De FOD Economie verwijst daarbij uitdrukkelijk naar de
terbeschikkingstelling van gegevens van de KBO o.a. aan andere overheidsinstellingen op
grond van voormeld artikel II1.29 e.v. van het Wetboek van Economisch Recht. Het
Informatieveiligheidscomité acht het aangewezen dat de RVA in haar privacyverklaring
bijkomende verduidelijking geeft over de categorieén van persoonsgegevens die het vanwege
andere verwerkingsverantwoordelijken ontvangt.

INTEGRITEIT EN VERTROUWELIJKHEID

Overeenkomstig art. 5.1 f) AVG moeten persoonsgegevens door het nemen van passende of
organisatorische maatregelen op een dusdanige manier worden verwerkt dat een passende
beveiliging ervan gewaarborgd is, en dat zij onder meer beschermd zijn tegen ongeoorloofde
of onrechtmatige verwerking en tegen onopzettelijk verlies, vernietiging of beschadiging.

Overeenkomstig art. 24 AVG dienen de verwerkingsverantwoordelijken rekening houdend
met de aard, de omvang, de context en het doel van de verwerking, alsook met de qua
waarschijnlijkheid en ernst uiteenlopende risico’s voor de rechten en vrijheid van natuurlijke
personen, passende technische en organisatorische maatregelen te treffen om te waarborgen
en te kunnen aantonen dat de verwerking in overeenstemming met de verordening wordt
uitgevoerd.

Het Informatieveiligheidscomité neemt akte van het feit dat de verwerking van de
persoonsgegevens door de RVA geschiedt overeenkomstig de wet van 15 januari 1990
houdende oprichting en organisatie van een Kruispuntbank van de Sociale Zekerheid.

Het Informatieveiligheidscomité neemt akte van het feit dat de RVA gehouden is om de
minimale veiligheidsnormen die zijn vastgelegd door het Algemeen Codrdinatiecomité van
de Kruispuntbank van de Sociale Zekerheid te respecteren.
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Het Informatieveiligheidscomité wijst op de richtlijnen inzake beveiliging die gelden voor
alle federale overheidsinstellingen, met inbegrip van de KBO, opgenomen in het Federaal
Beleid voor Informatiebeveiliging (Federal Information Security Policy).

Het Informatieveiligheidscomité neemt verder akte van het feit dat

- de FOD Economie en de RVA over een functionaris voor gegevensbescherming
beschikken;

- alle personen die betrokken zijn bij de verwerking van de in deze beraadslaging beschreven
verwerkingen gehouden zijn tot een wettelijke vertrouwelijkheidsverplichting, op grond van
het artikel 28 van de wet van 15 januari 1990 houdende oprichting en organisatie van een
Kruispuntbank van de Sociale Zekerheid.

Het Informatieveiligheidscomité stelt verder vast dat de RV A beroep doet op een verwerker
die instaat voor de ontwikkeling en het technisch beheer van de toepassing van de RVA
waarmee de geraadpleegde gegevens worden ontvangen en verwerkt. Het
Informatieveiligheidscomité wijst er op dat de RVA overeenkomstig artikel 28 AVG de
verwerking door de verwerker moet regelen in een overeenkomst of andere rechtshandeling
krachtens het Unierecht of het lidstatelijke recht die de verwerker ten aanzien van de
verwerkingsverantwoordelijke bindt, en waarin het onderwerp en de duur van de verwerking,
de aard en het doel van de verwerking, het soort persoonsgegevens en de categorieén van
betrokkenen, en de rechten en verplichtingen van de verwerkingsverantwoordelijke worden
omschreven.

VRIJSTELLING TUSSENKOMST VAN DE KRUISPUNTBANK VAN DE SOCIALE ZEKERHEID

Overeenkomstig artikel 14 van de wet van 15 januari 1990 houdende oprichting en
organisatie van een Kruispuntbank van de sociale zekerheid gebeurt de mededeling van
sociale gegevens van persoonlijke aard door of aan instellingen van sociale zekerheid in
principe met tussenkomst van de KSZ, behoudens de in voormelde wet voorzien
uitzonderingen. Zoals bepaald in artikel 14, vierde lid van voormelde wet van 15 augustus
1990 kan de kamer sociale zekerheid en gezondheid van het Informatieveiligheidscomité
evenwel voorzien in een vrijstelling van de tussenkomst van de KSZ, voor zover deze
tussenkomst geen toegevoegde waarde kan bieden.

Rekening houdend met de argumentatie van de RVA zoals verduidelijkt in randnummer ,
acht het informatieveiligheidscomité aanvaardbaar om in een vrijstelling van de tussenkomst
van de KSZ te voorzien.
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Om deze redenen, besluiten
de verenigde kamers van het Informatieveiligheidscomité

dat de mededeling van persoonsgegevens uit de Kruispuntbank van Ondernemingen door de FOD
Economie aan de Rijksdienst voor Arbeidsvoorziening met het oog op de uitvoering van de
wetgeving inzake overheidsopdrachten evenals in het kader van het beheer van overeenkomsten
afgesloten in uitvoering van haar wettelijke opdrachten zoals in deze beraadslaging beschreven, is
toegestaan mits er wordt voldaan aan de vastgestelde maatregelen ter waarborging van de
gegevensbescherming, meer bepaald de maatregelen betreffende de doelbinding, de
gegevensminimalisatie, de opslagbeperking en de gegevensveiligheid, waarbij de passende
technische of organisatorische maatregelen worden getroffen teneinde een afdoende beveiliging te
verzekeren zodat de gegevens onder meer beschermd zijn tegen ongeoorloofde of onrechtmatige
verwerking en tegen onopzettelijk verlies, vernietiging of beschadiging.

In toepassing van art. 14, 4de lid, van de wet van 15 januari 1990 houdende oprichting en
organisatie van een Kruispuntbank van de sociale zekerheid, stelt het Informatieveiligheidscomité
de beoogde gegevensmededeling vrij van tussenkomst van de Kruispuntbank van de sociale
zekerheid.

Deze beraadslaging die door het informatieveiligheidscomité werd goedgekeurd op 13 januari 2026
treedt in werking op 28 januari 2026.

M. DENEYER
voorzitter

De zetel van de kamer sociale zekerheid en gezondheid van het informatieveiligheidscomité is gevestigd in de kantoren
van de Kruispuntbank van de Sociale Zekerheid, op het volgende adres: Willebroekkaai 38, 1000 Brussel en de zetel
van de kamer federale overheid van het informatieveiligheidscomité is gevestigd in de kantoren van de FOD BOSA -
Simon Bolivarlaan 30 — 1000 Brussel.




